¥
-~ o 1

AdaN1309A1 Authentication LAN 1% Windows 10

1.1171 Search (3Uuinvnsdua1d) %a191n1w WUW Services uaILian

Best match

Services
Desktop app

Apps

* Component Services

Search suggestions

£ ser

Settings (4+)

-

Services

4 X a_d
2. n@ Start N Service Wired AutoConfig 3w status Running (A8anh Wired AutoConfig

& =
RN 1 NWW NAN Start RAUULRY 2 )

_—

for establishing Layer 2 connectivity
and/or providing access to netwi
resources, Wired networks that d

not enforce 802.1X authentication. .. 2
unaffected by the DOT3ISVC service,

i WLAN AutoConfig

v WM Performance Adapter
“ Work Folders

i Workstation

o WWAN AutoConfig

i uEms dnamen Google (gu..

A s e
S uEnns dvdiien Google (gu..

The WLANS...
Provides pe..
This service ...
Creates and...
This service ...
Tilsadilimna..,
Tlsndtlinne..,

Running

Running

Automatic
Manual
Manual
Automatic
Manual
Automatic (D...
Manual

Services
File Action View Help
@ |FE = HE »msup
. Services (Local) ' Services (Local)
Wired AutoConfig Mame Description Status Startup Type Lag ™
= Manual (Trig.. Loc
2 inning  Automatic Loc
“: Windows Media Player Met...  Shares Win... Manual Met
Description: : Windows Medules Installer  Enables inst... Manual Lec
The Wired Autocirllﬁ? (DO-ESVC_) " Windows Presentation Fou... Optimizes p... Running  Manual Loc
service is responsible for performing - -
IEEE 802.1X authentication on + Windows Remote Manage..,  Windows R... Manual MNet
Ethernet interfaces. If your current i Windows Search Provides co...  Running  Automatic (D.. Lec
wired network deployment enforces i Windows Store Service (WS... Provides inf.., Manual (Trig.. Lec
302..1)(EUthEI"ItICEtIUI"I,lthE DOT3SVC . Windows Time Maintains d... Manual (Trig... Lec
service should be configured to run .
Manual (Trig... Loc

\Ex‘tended /(Standard/




3.v|,1J171imI’1 Network and Sharing Center > Afin Change adapter setting

+ E <« Metwork and Internet » Metwork and Sharing Center v & Search Control Panel

View your basic network information and set up connections

Control Panel Home

View your active networks

I Change adapter settings I

Change advanced sharing zenithcomp.co.th
settings Private network

Accesstype: Internet
HeomeGroup: Ready to create
Connections: il WiFi 2 (@ZenithComp)

Unidentified network Access type: Mo network access
Public network Connections: @ Ethernet 4

Change your networking settings

Set up a new connection or network

Set up a broadband, dial-up or VPN connection, or set up a router or access point.

@ Troubleshoot problems
Diagnose and repair network problems or get troubleshooting information.

See also

HomeGroup

Intel ® PROSet/Wireless Tools
Internet Options

Windows Firewall

4.08799 Ethernet

+ E@ v Control Panel » MNetwork and Internet » MNetwork Connections v O Search Network Connections

Organise = a:
Bluetooth Metwork Connection i Ethernet 2 - | Ethernet 3

Mot connected Metwork cable unplugged - Disabled

Bluetooth Device (Personal Area ... x @ Fortinet Virtual Ethernet Adapter (... ﬂﬁ Fortinet S5L VPN Virtual Ethernet ...

Ethernet 4 —~ | fortissl i VMware Network Adapter VMnet1
Unidentified network r Disconnected Enabled

@' Intel(R) Ethernet Connection 1218... ' @ PPPoP WAM Adapter VMware Virtual Ethernet Adapter ...

i VMware Network Adapter VMnet3 i WiFi 2
Enabled zenithcomp.co.th
.d Intel(R) Dual Band Wireless-AC 72...

VMuware Virtual Ethernet Adapter ...




5.@an7 Authentication tab

Networkos Agperteston [orams
Connect using:

E Intel{R) Ethemet Connection [218-LM

Bl \/Mware Eridge Protocol

o=} FortiClient NDIS 6.3 Packet Fiter Driver

.g File and Printer Sharing for Microsoft Networks
o805 Packet Scheduler

[ & Microsoft Metwork Adapter Multiplexor Protocol
«& Microsoft LLDP Protocol Driver

<

>

Ingtall... | | Uninstall Properties
Description

Allows your computer to access resources on a Microsoft
netwark.

Authertication | Sharing

Select this option to provide authenticated network access for
this Ethemet adapter.

I Enable [EEE 802.1X authertication

Choose a network authentication method:

Microsolt: Protected EAP (PEAF) v|] setings

[] Remember my credentials for this connection each
time I'm logged on

Fall-back to unauthorised network access




7.6n Verify aan > a&n Configure

When connecting:

[] verify the server's identity by validating the certificate

|| Connect to these servers (examples:srv1;srv2;, *\.srv3), com):

Trusted Rook Certification Authorities:
[ 2ddTrust External CA Root
[] Baltimore CyberTrust Root
[] Certum cA

[[] certum Trusted Network CA
[ class 3 Public Primary Certification Authority
[] coMoDo RSA Certification Autharity

[ pigicert Assured ID Root CA

<

Motifications before connecting:

Tell user if the server's identity cannot be verified

Select Authentication Method:

| Secured password (EAP-MSCHAP v2) W | | Configure... |
Enable Fast Reconnect

[ Enforce Metwork Access Protection

[] Disconnect if server does not present o yptobinding TLY

["]Enable Identity Privacy

8.6in Automatically aan

Protected EAP Properties

‘When connecting:

O Automaticalty use my Windows log-on name and
password (and domain if any).

ok || Cancel

[ certum ca

[] certum Trusted Network CA

[] class 3 Public Primary Certification Autharity
[[] coMoDo RsA Certification Autharity

[] bigicert Assured ID Root CA

v
€ >
Motifications before connecting:
Tell user if the server's identity cannot be verified W
Select Authentication Method:
|Sec|..|red password (EAP-MSCHAP v2) o | | Configure. .. |

Enable Fast Reconnect
"] Enforce Network Access Protection

[] Disconnect if server does not present cryptobinding TLY
[ Enable Identity Privacy

B oK ||Cance1|l




9.A8N Additional Settings

ahentczton | Shang

Select this option to provide authenticated network access for
this Ethemet adapter.

Enable IEEE 802.1X authertication

Choose a network authentication method:

 Microsoft: Protected EAP (PEAF) v| | Ssetngs |

[] Remember my credentials for this connection each
time I'm logged on

Fallback to unauthorzed network access

Additional Settings...

802, 1¥ settings

Spedify authentication mode

|User or computer authentication w Save credentials

|| Delete credentials for all users

[]Enable single sign on for this network

b Perform immediately before user log-on
() Perform immediately after user log-on
Maximum delay (seconds): 10 z|

Allow additional dialogues to be displayed during single
sign on

o This network uses separate virtual LAMNs for machine
and user authentication
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